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Important Information 
By enrolling your personal device in the University’s MDM solution “Microsoft Intune”, Microsoft 
provide UWTSD the functionally to remotely reset your device to its out of box experience. UWTSD 
policy is that it will NEVER factory reset a personal device. 
  
Before taking the decision to enrol your device you must ensure your data is backed up to an 
external source such as an external drive or cloud storage. 
How to Back Up Your Data and Keep Your Files Safe (techtarget.com) 
  
By enrolling your device, you acknowledge that the university will not be responsible for any loss of 
data from your device. 
  

https://eur01.safelinks.protection.outlook.com/?url=https%3A%2F%2Fwww.techtarget.com%2Fwhatis%2Ffeature%2FHow-to-back-up-your-data-and-keep-your-files-safe&data=05%7C01%7Cs.r.thomas%40uwtsd.ac.uk%7Cc3127d8dfd8349d9466808db03b6b182%7C4e0f11f9046e45059cb8db2152311e21%7C0%7C0%7C638107855416447836%7CUnknown%7CTWFpbGZsb3d8eyJWIjoiMC4wLjAwMDAiLCJQIjoiV2luMzIiLCJBTiI6Ik1haWwiLCJXVCI6Mn0%3D%7C3000%7C%7C%7C&sdata=oNtYCwX5hOwk0sKGA%2B73zrbLhxNn7ByBSpux8lD5F8Q%3D&reserved=0
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Enrolling your device 
 

Please Note if you see the following, please go to Step 1 to enroll your device 
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Step 1 

Visit the following website to download and install the Company Portal 

https://learn.microsoft.com/en-us/mem/intune/user-help/enroll-your-device-in-intune-macos-cp 

 

Step 2 

Scroll down the website and click the Enroll My Mac link 

 

 

 

 

Step 3  

Open your downloads folder and open the “CompanyPortal-installer.pkg” file 

 

 

 

https://learn.microsoft.com/en-us/mem/intune/user-help/enroll-your-device-in-intune-macos-cp
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Step 4                   

Run through the installation wizard to install the Company Portal.  

Please Note: When you are prompted to enter a username and password at this stage, this will 
be your Administrator username and password. If you are unsure of this, please contact the 
owner of the Mac  
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Step 5 

Once installed, open the ‘Company Portal’ app from the website and click ‘Sign in’. 

 

 

Step 6 

Enter your university e-mail address, click ‘Next’ then enter your password and click ‘Sign  

in’.  

                                                                     

Step 7 

Approve the MFA prompt 
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Step 8 

Click Begin to setup Univeristy of Wales Trinity Saint David access, followed by continue 

    

 

Your Mac will then start to register 

 

Step 9  

To install the management profile click Download Profile. Once downloaded you will be taken to 
Profiles settings on your Mac 
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Step 10 

Double click the profile and click Install to install the profile.  

Please Note: When you are prompted to enter a username and password at this stage, this will 
be your Administrator username and password. If you are unsure of this, please contact the 
owner of the Mac 
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When accessing UWTSD Office 365 services via a web browser, you will be prompted to select a 
certificate for authentication. This will be the certificate you installed previously. Click OK to 
allow this.  

 

 

Please Note: You will need to wait at least 5-10 minutes for the compliance checks to complete 
before you are able to access corporate data. 
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Enabling Browser Single Sign-On 
 

Summary  
 

The following section details how to enable Web Browser single Sign-On once your device is 
enrolled. This will allow you to access organisational data without any cut, copy, paste and download 
restrictions.  

Please Note: You will only need to make this configuration once on your preferred browser choice.  

 

Microsoft Edge  
 

Step 1  

Open Microsoft Edge  

Step 2  

Top right of the browser, Click sign-in 

 

Step 3  

Under the ‘Choose an account’ section, confirm that your university e-mail address appears. If it 
does, click ‘Sign in to sync data’. If it doesn’t, click ‘Sign-in’ and proceed to Step 4. 
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Step 4  

Enter your university e-mail and password 

 

 

Step 5  

Approve MFA. 
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Google Chrome  
 

Step 1 

Open the following link within Google Chrome: 

Windows Accounts - Chrome Web Store (google.com) 

Step 2  

Install the extension.  

Step 3  

Click on the extension button within your toolbar and pin the ‘Windows Account’ extension 

 

Step 4  

Select the 'Windows Account' extension found in the top right extension toolbar and then login with 
your university e-mail address and password 

 

 

 

 

https://chrome.google.com/webstore/detail/windows-accounts/ppnbnpeolgkicgegkbkbjmhlideopiji?hl=en-GB
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Please note: If you see the screenshot below, please delete your browser cache by following the 
steps below 

 

Step 5  

Click ‘Customise and control Google Chrome’ button, then select ‘History’, then ‘History’ again 
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Step 6  

Click ‘Clear browsing data’ 

 

Step 7  

Deselect ‘Browsing History’ & ‘Cookies and other site data’, then click ‘Clear data’ 

 

Step 8 Close Google Chrome down and open it back up again. Repeat steps 1-4  
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When accessing UWTSD Office 365 services via a web browser, you will be prompted to select a 
certificate for authentication. This will be the certificate you installed previously. Click OK to 
allow this.  

 

 

You will then be prompted to enter a password into the keychain. Once entered click Always Allow 

 

 

Please Note: When you are prompted to enter a username and password at this stage, this will 
be your Administrator username and password. If you are unsure of this, please contact the 
owner of the Mac 
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